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NEW QUESTION 1

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intuen. Solution: You configure the
Mobility (MDM and MAM) settings. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 2

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intuen. Solution: You configure the Apple
MDM Push certificate.

Does this meet the goal?

A.Yes
B. No

Answer: B

NEW QUESTION 3

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You discover that some external users accessed content on a Microsoft SharePoint site. You modify the SharePoint sharing policy to prevent sharing outside your
organization.

You need to be notified if the SharePoint sharing policy is modified in the future.

Solution: From the Security & Compliance admin center, you create a threat management policy. Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 4

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an Active Directory domain named contoso.com that is synced to Microsoft Azure Active Directory (Azure AD).

You manage Windows 10 devices by using Microsoft System Center Configuration Manager (Current Branch).

You configure pilot co-management

You add a new device nhamed Device 1 to the domain. You install the Configuration Manager client on Devicel.

You need to ensure that you can manage Devicel by using Microsoft Intune and Configuration Manager.

Solution: You create a device configuration profile from the Intune admin center. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 5

HOTSPOT

You have a Microsoft 365 subscription.

You need to implement Windows Defender Advanced Threat Protection (ATP) for all the supported devices enrolled in mobile device management (MDM).
What should you include in the device configuration profile? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.
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Platform: ¥
Android

108

Windows 10 and later
Windows 8.1 and later

Settings: hd
Offboard package

Onboard package

Windows Defender Applicaion Guard
Windows Defender Firewall

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/intune/advanced-threat-protection

NEW QUESTION 6

Your network contains an on premises Active Directory domain.

Your company has a security policy that prevents additional software from txnrwj installed on domain controllers.

You need to monitor a domain controller by using Microsoft Azure Advanced Threat Protection (ATP). What should you do? More than one answer choice may
achieve the goal. Select the BEST answer.

A. Deploy an Azure ATP sensor, and then configure port mirroring.

B. Deploy an Azure ATP sensor, and then configure detections.

C. Deploy an Azure ATP standalone sensor, and then configure detections.

D. Deploy an Azure ATP standalone sensor, and then configure port mirroring.

Answer: D

Explanation:

References:

https://docs.microsoft.com/en-us/azure-advanced-threat-protection/instHYPERLINK "https://docs.microsoft.com/en-us/azure-advanced-threat-protection/install-atp-
step5"all-atp-step5

NEW QUESTION 7
From the Microsoft Azure Active Directory (Azure AD) Identity Protection dashboard, you view the risk events shown in the exhibit. (Click the Exhibit tab.)

Sign-ins from anonymous |P addresses

ﬂ' Apply a sign-in risk policy for automatic mitigation. =*
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You need to reduce the likelihood that the sign-ins are identified at risky. What should you do?

A. From the Security & Compliance admin center, create a classification label.

B. From the Security & Compliance admin center, add the users to the Security Readers role group.

C. From the Azure Active Directory admin center, configure the trusted IPs for multi-factor authentication.
D. From the Conditional access blade in the Azure Active Directory admin center, create named locations.

Answer: D
Explanation:

References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition
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NEW QUESTION 8

DRAG DROP

You create a Microsoft 36S subscription.

You need to create a deployment plan for Microsoft Azure Advanced Threat Protection (ATP).

Which five actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the
correct order.

Actions Apnswer Area

Download the Azure ATP sensor setup package.

|Create a Security & Compliance threat management
{policy.

| Create an Azure Active Directory (Azure AD)

| conditional access policy.

Install sensors.
Create a workspace.
Enter credentials.

Configure the sensor settings.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://blog.ahasayen.com/azure-advanced-threat-protection-deployment/

NEW QUESTION 9
You implement Microsoft Azure Advanced Threat Protection (Azure ATP). You have an Azure ATP sensor configured as shown in the following exhibit.
Updates

WAFAE

How long after the Azure ATP cloud service is updated will the sensor update?

A. 1 hour
B. 12 hours
C. 48 hours
D. 7days
E. 24 hours

Answer: E

Explanation:
References:
https://docs.microsoft.com/en-us/azure-advanced-threat-protection/atp-whats-new

NEW QUESTION 10

Your company has a Microsoft 365 E5 subscription.

Users in the research department work with sensitive data.

You need to prevent the research department users from accessing potentially unsafe websites by using hyperlinks embedded in email messages and documents.
Users in other departments must not be restricted.

What should you do from the Security & Compliance admin center?

A. Create a data toss prevention (DLP) policy that has a Content is shared condition.
B. Modify the default safe links policy.

C. Create a data loss prevention (DLP) policy that has a Content contains condition.
D. Create a new safe links policy.

Answer: D
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/set-up-atp-safe-links-policies#policies-that-apply-to-specific-email-recipients

NEW QUESTION 10
You have a Microsoft 365 tenant
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You have a line-of-business application named Appl that users access by using the My Apps portal. After some recent security breaches, you implement a
conditional access policy for Appl that uses Conditional Access App Control,
You need to be alerted by email if impossible travel is detected for a user of Appl. The solution must ensure that alerts are generated for Appl only.
What should you do?

A. From Microsoft Cloud App Security, create a Cloud Discovery anomaly detection policy.
B. From Microsoft Cloud App Security, modify the impossible travel alert policy.

C. From Microsoft Cloud App Security, create an app discovery policy.

D. From the Azure Active Directory admin center, modify the conditional access policy.

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/cloud-app-security/cloud-discovery-anomaly-detection-policy

NEW QUESTION 14

HOTSPOT
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP contains the device groups shown in the following table.
[ Rank Machine group Member
i Groupl Name starts with COMP
. Group2 Name starts with Comp And
0 In Windows 10
i | Group3 ) 05 In Windows Server 2016
Last | Ungrouped machines {defauli) Now applicable
You onboard computers to Windows Defender ATP as shown in the following table.
Name Operating system
Computerl Windows 10
Computer2 Windows Server 2016

Of which groups are Computerl and Computer2 members? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Computerl: b 4

Computer2: h

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Computerl: h
Groupl only
Group2 only
Groupl and Group2
Ungrouped machines
Computer2: ¥
Groupl only
Group3 only
Group1 and Group3

Group1 only
Group2 only

Groupl and Group2
Ungrouped machines

Groupl only
Group3 only
Group1 and Group3

NEW QUESTION 18

The users at your company use Dropbox to store documents. The users access Dropbox by using the MyApps portal.

You need to ensure that user access to Dropbox is authenticated by using a Microsoft 365 identify. The documents must be protected if the data is downloaded to
an untrusted device.

What should you do?
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A. From the Intune admin center, configure the Conditional access settings.

B. From the Azure Active Directory admin center, configure the Organizational relationships settings
C. From the Azure Active Directory admin center, configure the Application proxy settings.

D. From the Azure Active Directory admin center, configure the Devices settings.

Answer: B

NEW QUESTION 20
HOTSPOT
You have three devices enrolled .n Microsoft Intune as shown .n the following table.

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

NEW QUESTION 25

You have Windows 10 Pro devices that are joined to an Active Directory domain. You plan to create a Microsoft 365 tenant and to upgrade the devices to Windows
10 Enterprise. You are evaluating whether to deploy Windows Hello for Business for SSO to Microsoft 365 services. What are two prerequisites of the
deployment? Each correct answer presents a complete solution. NOTE: Each correct selection is worth one point.

A. Microsoft Azure Active Directory (Azure AD)

B. smartcards

C. Microsoft Intune enrollment

D. TPM-enabled devices

E. computers that have biometric hardware features

Answer: AC
Explanation:

References:
https://docs.microsoft.com/en-us/windows/security/identity-protection/hello-for-business/hello-hybrid-aadj-sso-base
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NEW QUESTION 26

Your company has a Microsoft 365 E3 subscription.

All devices run Windows 10 Pro and are joined to Microsoft Azure Active Directory (Azure AD).

You need to change the edition of Windows 10 to Enterprise the next time users sign in to their computer. The solution must minimize downtime for the users.
What should you use?

A. Windows Autopilot

B. Windows Update

C. Subscription Activation
D. an in-place upgrade

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/windows/deployment/windows-autopilot/windows-autopilot

NEW QUESTION 31

You have a Microsoft 365 subscription

All users are assigned a Microsoft 365 E3 License. You enable auditing for your organization.
What is the maximum amount of time data will be retained in the Microsoft 365 audit log?

A. 2 years
B. 1 year

C. 30 days
D. 90 days

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance

NEW QUESTION 34

HOTSPOT

You have a Microsoft 365 subscription that contains all the user data.

You plan to create the retention policy shown in the Locations exhibit. (Click the Locations tab.)

Choose locations

The policy will apply to content that's stored in the locations you choose

1:} Apply policy only to content in Exchange email. public folders. Office 365 groups. OneDrive and SharePoint documents.

@ Let me choose specfic locations. ()

Status Liocation Include Exclude
& m Exchange email 1 recipient
Choose recipients Excluds recipients

.:) m Office 365 groups 1 group

Choose groups Exclude group:

You configure the Advanced retention settings as shown in the Retention exhibit. (Click the Retention tab.)
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Advanced retention

Keyword query editor

merger
acquisition
takeover

“~ Actions
When content matches the condibons. perform the following actions.

Retention actions

@- Retain the content (T)
Forthislong.. ~ || 5 yRars

Do you want us 1o delete it after this bime!

@ Yes (o

O Don't retain the content. Just delete it if it's older than (7)

|
Retain or delete the content based on | when it was created LD,

The locations specified in the policy include the groups shown in the following table.

' Location | Include

| Exchange email A distnbution group named

. LegalTeam

| Office 365 groups | A secunty group named Legal365

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No
Any file stored in Microsoft SharePoint group library by a user in the O 9
Legal365 group will be stored for five years, and then deleted.

An email message that contains the word takeover and is sent by a user
in the LegalTeam group will be deleted automatically after five years. O

If a new user is added to the LegalTeam group next week, and the user
sends an email message that contains the word takeover, the message o (o
will be deleted automatically after five years.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

NEW QUESTION 37

You have a Microsoft 365 subscription.

All users have their email stored in Microsoft Exchange Online.

In the mailbox of a user named User 1. You need to preserve a copy of all the email messages that contain the word Project X.
WDM should you do?

A. From the Security & Compliance admin center, create an eDiscovery case.
B. From the Exchange admin center, create a mail now rule.

C. From the Security fit Compliance adman center, start a message trace.

D. From Microsoft Cloud App Security, create an access policy.

Answer: A
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Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/ediscovery-cases#step-2-create-a-new-case

NEW QUESTION 38

HOTSPOT

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com.

You have three applications named Appl, App2, and App3 that have the same file format.

Your company uses Windows Information Protection (WIP). WIP has the following configurations: Windows Information Protection mode: Silent
Protected apps: Appl Exempt apps: App2

From Appl, you create a file named Filel.

What is the effect of the configurations? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

You can open Filel from: Y
Appl only

Appl and App2 only
Appl and App3 only
Appl, App2 and App3

If vou open Filel in App1, App2, and v
App3, an action will be logged for: | App1 only
App3 only
Appl and App2 only
App2 and App3 only
Appl, App2, and App3

A. Mastered
B. Not Mastered

Answer: A
Explanation:
You can open Filel from: y
Appl only
App1 and App2 only

App1 and App3 only
Appl, App2 and App3

If you open Filel in Appl, App2, and v
App3, an action will be logged for: | Appl only
App3 only
Appl and App2 only
App2 and App3 only
Appl, App2, and App3

NEW QUESTION 42

HOTSPOT

You have a new Microsoft 365 subscription.

A user named Userl has a mailbox in Microsoft Exchange Online.

You need to log any changes to the mailbox folder permissions of Userl.

Which command should you run? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

W UuUsarl W strue
Set-AdminAuditLogConfig -AdminAuditLogEnabled
Set-Mailbox -AuditEnabled
Set-UnifiedAuditSetting -UnifiedAuditLogingestionEnabled

A. Mastered
B. Not Mastered

Answer: A
Explanation:
References:

https://support.microsoft.com/en-us/help/4026501/office-auditing-in-office-365-for-admins https://docs.microsoft.com/en-
us/powershell/module/exchange/mailboxes/set- mailbox?view=exchange-ps
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NEW QUESTION 44

HOTSPOT

You have a Microsoft 365 subscription.

You have a group named Support. Users in the Support group frequently send email messages to external users.

The manager of the Support group wants to randomly review messages that contain attachments. You need to provide the manager with the ability to review
messages that contain attachments sent from the Support group users to external users. The manager must have access to only 10 percent of the messages.
What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

To meet the goal for the manager, create: v
A label policy

A retention policy
A supervisor policy
An alert policy
MyAnalvytics

To review the messages, the manager must use: Y
A message trace

An eDiscovery case
MyAnalvytics
Outlook Web App

A. Mastered
B. Not Mastered

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/supervision-policies

NEW QUESTION 47
HOTSPOT

You have a data loss prevention (DIP) policy.

You need to increase the likelihood that the DLP policy will apply to data that contains medical terms from the International Classification of Diseases (ICD-9-CM).
The solution must minimize the number of false positives.

Which two settings should you modify? To answer, select the appropriate settings in the answer area. NOTE: Each correct selection is worth one point.
Content contains

Any of these ¥

Pll Identifiers

Sensitive info type Instance count Match accuracy
Imiin max min max
LS. Social Security Number (55N} 1 any S0 100
Add -
and =|

Any of these ¥

Medical Terms

Sensitive info type Instance count Match accuracy
min| |ma min | |[rmax
International Classification of Diseases (ICD-9-CM) i any 50| |00
Add -
A. Mastered

B. Not Mastered
Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies https://docs.microsoft.com/en-us/office365/securitycompliance/what-
the-sensitive-inHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/what-the-sensitive-information-types-look-for#international-
classification-of-diseases-icd-9-cm"formation-types-look-for#international-classification-of-diseases-icd-9-cm

NEW QUESTION 52
Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some guestion sets might have more than one correct solution, while others might not have a correct solution.
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After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intune. Solution: You configure the Apple
MDM Push certificate.

Does this meet the goal?

A. Yes
B. No

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/intune/apple-mdm-push-certificate-get

NEW QUESTION 55

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an Active Directory domain named contoso.com that is synced to Microsoft Azure Active Directory (Azure AD).

You manage Windows 10 devices by using Microsoft System Center Configuration Manager (Current Branch).

You configure pilot co-management.

You add a new device named Devicel to the domain. You install the Configuration Manager client on Devicel.

You need to ensure that you can manage Devicel by using Microsoft Intune and Configuration Manager.

Solution: You add Devicel to an Active Directory group. Does this meet the goal?

A. Yes
B. No

Answer: A

Explanation:
References:
https://www.scconfigmgr.com/2017/11/30/how-to-setup-co-management-part-6/

NEW QUESTION 57

You have a Microsoft 365 subscription.

You need to investigate user activity in Microsoft 365, including from where users signed in, which applications were used, and increases in activity during the past
month. The solution must minimize administrative effort.

Which admin center should you use?

A. Azure ATP

B. Security & Compliance
C. Cloud App Security

D. Flow

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance

NEW QUESTION 61

You have a Microsoft 365 subscription.

You need to view the IP address from which a user synced a Microsoft SharePoint library.
What should you do?

A. From the SharePoint admin center, view the usage reports.

B. From the Security & Compliance admin center, perform an audit log search.

C. From the Microsoft 365 admin center, view the usage reports.

D. From the Microsoft 365 admin center, view the properties of the user’s user account.

Answer: B

Explanation:

References:

https://docs.microsoft.com/enHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance"-
us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance

NEW QUESTION 62

HOTSPOT

You have a Microsoft Office 365 subscription.

You need to delegate eDiscovery tasks as shown in the following table.

Passing Certification Exams Made Easy visit - https://lwww.2PassEasy.com



Welcome to download the Newest 2passeasy MS-101 dumps

@ 2 P QsseaQs LJ https://lwww.2passeasy.com/dumps/MS-101/ (146 New Questions)

User _ _-_Tniii . ~ N j
Userl ¢  Decrypt Microsoft Azure Rights Management { Azure
RMS)-protected conlent.

View the eDiscovery cases created by Userl.

Configure case settings.

Place content on hold. |
View the eDiscovery cases created by Userl.
Export data from Advanced eDiscovery.

User2

The solution must follow the principle of the least privilege.
To which role group should you assign each user? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Userl: hd
eDiscovery Administrator
eDiscovery Manager
Records Management
Reviewer

Security Administrator

Userl: L J
eDiscovery Administrator
eDiscovery Manager
Records Management
Reviewer

Security Administrator

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/office3HYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/assign-ediscovery-
permissions"65/securitycompliance/assign- ediscovery-permissions

NEW QUESTION 63

You deploy Microsoft Azure Information Protection.

You need to ensure that a security administrator named SecAdminl can always read and inspect data protected by Azure Rights Management (Azure RMS).
What should you do?

A. From the Security & Compliance admin center, add User1 to the eDiscovery Manager role group.

B. From the Azure Active Directory admin center, add Userl to the Security Reader role group.

C. From the Security & Compliance admin center, add Userl to the Compliance Administrator role group.
D. From Windows PowerShell, enable the super user feature and assign the role to SecAdmin1.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/information-protection/configure-super-users

NEW QUESTION 64

HOTSPOT

From the Security & Compliance admin center, you create a retention policy named Policyl. You need to prevent all users from disabling the policy or reducing the
retention period.

Which command should you run? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Answer Area

Y| -Identity "Policyl" ¥] strue
Set-ComplianceTag -enabled
Set-HoldCompliancePolicy -Force _
Set-RetentionCompliancePolicy -RestrictiveRetention
Set-RetentionPolicy -RetentionPolicyTagLinks
Set-RetentionPolicyTag -SystemTag

A. Mastered
B. Not Mastered

Answer: A
Explanation:
References:

https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-retention/set-retentioncompliancepolicy?view=exchange-pHYPERLINK
"https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-retention/set-retentioncompliancepolicy ?view=exchange-ps"s

NEW QUESTION 65
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You create a new Microsoft 365 subscription and assign Microsoft 365 E3 licenses to 100 users. From the Security & Compliance admin center, you enable
auditing.

You are planning the auditing strategy.

Which three activities will be audited by default? Each correct answer presents a complete solution. NOTE: Each correct selection is worth one point.

A. An administrator creates a hew Microsoft SharePoint site collection.
B. An administrator creates a new mail flow rule.

C. A user shares a Microsoft SharePoint folder with an external user.
D. A user delegates permissions to their mailbox.

E. A user purges messages from their mailbox.

Answer: ABC

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-andcompliance?redirectSourcePath=%25HYPERLINK "https://docs.
microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-
andcompliance?redirectSourcePath=%2farticle%2f0d4d0f35-390b-4518-800e-0c7ec95e946¢"2farticle%252f0d4d0f35-390b-4518-800e-0c7ec95e946¢

NEW QUESTION 69

HOTSPOT

You have a Microsoft 365 tenant.

You create a retention label as shown in the Retention Label exhibit. (Click the Retention Label tab.)

what you . -
Review your settings
i walll takos wp to 1 day to apply the retention poboy 1o the locations you chose

9 MNamae your Label Name

EMonths

e Label settings

Description for adming

@ Review your settings

Description for users

tention

¥

Based on when (L was crealed

Bk Create the bbel Cance

You create a label policy as shown in the Label Policy Exhibit. (Click the Label Policy tab.)

Automatically apply a label to Detect content that matches this querny:

“ Conditions

W'l apply this policy to content that matches these conditions. ()

G Choose label to auto-apply

! Choose conditions Frojecty

’ Mame your policy

Lecations

Review your settings

The label policy is configured as shown in the following table.

Configuration Value
Label to auto-apply 6Months
. Locations Exchange email

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
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Statements Yes No
Any sent email message that contains the word ProjectX willbe (O )
deleted immediately.
Any sent email message that contains the word ProjectX willbe () )
retained for six months.
Users are required to manually apply a label to email messages () )
that contain the work ProjectX.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

NEW QUESTION 74
HOTSPOT
You purchase a new Microsoft 365 subscription.
You create 100 users who are assigned Microsoft 365 E3 licenses. From the Security & Compliance admin center, you enable auditing.
Six months later, a manager sends you an email message asking the following questions: Questionl: Who created a team named Team1 14 days ago?
Question2: Who signed in to the mailbox of Userl 30 days ago?
Question3: Who changed the site collection administrators of a site 60 days ago?
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
Answer Area
Statements Yes No
An audit log search from the Security & Compliance admin O @
center will provide the answer to question 1.

An audit log search from the Security & Compliance admin O @
center will provide the answer to question 2.

An audit log search from the Security & Compliance admin O O
center will provide the answer to question 3.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliaHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-sec
urity-and-compliance?redirectSourcePath=%2farticle%2f0d4d0f35-390b-4518-800e-0c7ec95e946¢"nce/search-the-audit-log-in-security-and-
compliance?redirectSourcePath=%252farticle%252f0d4d0f35-390b-4518-800e-0c7ec95e946¢

https://docs.microsoft.com/HYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/enable-mailbox-auditing“en-
us/office365/securitycompliance/enable-mailbox-auditing

NEW QUESTION 76
From the Security & Compliance admin center, you create a content export as shown in the exhibit. (Click the Exhibit tab.)
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SharePoint Content_Export

| &  Restart report ‘ [ + Download report [ ] Delete
Status:

The export has completed. You can start downloading the
results.

Items included from the search:
All items, excluding ones that have unrecognized format, are
encrypted, or weren't indexed for other reasons.

Exchange content format:
One PST file for each mailbox.

De-duplication for Exchange content:
Mot enabled.

SharePoint document versions:
Included

Export files in a compressed (zipped) folder:
Yes

The export data was prepared within region:
Default region

What will be excluded from the export?

A. a 60-MB DOCX file
B. a 5-MB MP3 file
C. a 10-MB XLSX file
D. a 5-KB RTF file

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/export-a-content-search-report

NEW QUESTION 78

Your company has 5,000 Windows 10 devices. All the devices are protected by using Windows Defender

Advanced Threat Protection (ATP).

You need to view which Windows Defender ATP alert events have a high severity and occurred during the last seven days.
What should you use in Windows Defender ATP?

A. the threat intelligence API
B. Automated investigations
C. Threat analytics

D. Advanced hunting

Answer: B

Explanation:

References:
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/investigate-alertswindows-defender-advanced-threat-protection
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/automatedinvestigations-windows-defender-advanced-threat-protection

NEW QUESTION 79

Your company has a Microsoft 365 tenant.

The company sells products online and processes credit card information.

You need to be notified if a file stored in Microsoft SharePoint Online contains credit card information. The file must be removed automatically from its current
location until an administrator can review its contents.

What should you use?

A. a Security & Compliance data loss prevention (DLP) policy
B. a Microsoft Cloud App Security access policy

C. a Security & Compliance retention policy

D. a Microsoft Cloud App Security file policy
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Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies

NEW QUESTION 81

HOTSPOT
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP includes the machine groups shown in the following table.
Rank Machine group Members
| Groupl Tag Equals demo And 0S5 In Windows 10
2 Groupl Tag Equals demo
3 Groups Domain Equals adatum.com
+ Group4 Domain Equals adatum.com And OS In Windows 10
Last | Ungrouped machines (default) | Nor applicable

You onboard a computer named computerl to Windows Defender ATP as shown in the following exhibit.

g computerl

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.

NOTE: Each correct selection is worth one point.

Computerl will be a member of [answer choice].

If you add the tag demo to Computerl, the
computer will be a member of [answer choice].

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Computerl will be a member of [answer choice].

If vou add the tag demo to Computerl, the
computer will be a member of [answer choice].

NEW QUESTION 83

¥
Group3 only
Group4 only
Group3 and Group4 only
Ungrouped machines
Groupl only

Groupl and Group2 only

Groupl, Group2, Group3, and Group4

Ungrouped machines
hd
Group3 only
Group4 only
Group3 and Group4 only

Ungrouped machines

Groupl only
Groupl and Group2 only

Groupl, Group2, Group3, and Group4

Ungrouped machines

Your network contains an on-premises Active Directory domain named contoso.com. The domain contains 1,000 Windows 10 devices.

You perform a proof of concept (PoC) deployment of Windows Defender Advanced Threat Protection (ATP) for 10 test devices. During the onboarding process,
you configure Windows Defender ATP- related data to be stored in the United States.
You plan to onboard all the devices to Windows Defender ATP. You need to store the Windows Defender ATP data in Europe. What should you first?

A. Create a workspace.

B. Onboard a new device.
C. Delete the workspace.

D. Offboard the test devices.

Answer: D
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NEW QUESTION 87
HOTSPOT
Your company uses Microsoft Cloud App Security.

You plan to integrate Cloud App Security and security information and event management (SIEM). You need to deploy a SIEM agent on a server that runs

Windows Server 2016.

What should you do? To answer, select the appropriate settings in the answer area. NOTE: Each correct selection is worth one point.

First action to perform: v

Install Java 8.

Install Microsoft WET Framework 3.5.

Add the Windows Internal Database feature.

Add the Setup and Boot Event Collection feature.

Second action to perform: ¥
Run the Set-MMagent cmdlet.

Add the Setup and Boot Event Collection feature.

Run the java command and specify the -jar parameter.

Run the Install-WindowsFeature cmdlet and specify the -source parameter.

A. Mastered
B. Not Mastered

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/integrate-your-siem-server-with-office-365-cas

NEW QUESTION 89

HOTSPOT
You configure an anti-phishing policy as shown in the following exhibit.
Policy setting Policy name Managers
Description
Applied to If the email is sent to
IrvinS@M3I65x2897 55 OnMicrosoft.com
MiriamGEM365x2897 55.0nMicrosoft.com
Except if the email is sent to member of:
test Twwi@M365x289755.OnMicrosoftcom
Impersonation Users to protect On - 3 User(s) specified
Protect all domains | own On
Protect specific domains On - 2 Domain(s) specified
Action > User impersonation Move message to the recipients’ Junk Email folders
Action > Domain impersonation Delete the message before it's deliverad E et
Safety tips > User impersonation Off
Safety tips > Domain impersonation O
Safety tips > Unusual characters Off
Mailbex intelligence Off
Spoof Enable antispoofing protection On
Action Quarantine the message
Advanced settings Advanced phishing thresholds 3 - More Aggressive

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.

NOTE: Each correct selection is worth one point.

If a message is identified as a domain impersonation, v
[answer choice]. the message is delivered to the Inbox folder

the message is moved to the Deleted Items folder
the messages are moved to the Junk Email folder

To reduce the likelihood of the impersonation poliey 5
generating false positives, configure [answer choice]. | Advanced phishing thresholds
Domain impersonation

Enable antispoofing protection
Mailbox intellipence

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/set-up-anti-phishing-policies#learn-about-HYPERLINK "https://docs.microsoft.com/en-
us/office365/securitycompliance/set-up-anti-phishing-policies#learn-about-atp-anti-phishing-policy-options"atp-anti-phishing-policy-options

NEW QUESTION 93

You need to notify the manager of the human resources department when a user in the department shares a file or folder from the department’s Microsoft

SharePoint site.
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What should you do?

A. From the Security & Compliance admin center, create an alert policy.
B. From the SharePoint site, create an alert.

C. From the SharePoint admin center, modify the sharing settings.
D. From the Security & Compliance admin center, create a data loss prevention (DLP) policy.

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/create-activity-alerts

NEW QUESTION 96

Your company uses Microsoft Azure Advanced Threat Protection (ATP) and Windows Defender ATP. You need to integrate Windows Defender ATP and Azure

ATP.
What should you do?

A. From Azure ATP, configure the notifications and reports.
B. From Azure ATP, configure the data sources.

C. From Windows Defender Security Center, configure the Machine management settings.

D. From Windows Defender Security Center, configure the General settings.

Answer: B

Explanation:
References:

https://docs.microsoft.com/en-HYPERLINK "https://docs.microsoft.com/en-us/azure-advanced-threat-protection/integrate-wd-atp"us/azure-advanced-threat-

protection/integrate-wd-atp

NEW QUESTION 98
HOTSPOT

Your network contains an Active Directory forest named contoso.com that is synced to Microsoft Azure Active Directory (Azure AD).
You use Microsoft System Center Configuration Manager (Current Branch) for device management. You have the Windows 10 devices shown in the following

table.
Name Collection
Devicel Collectionl
Device2 Collection2

You configure Configuration Manager co-management as follows: Automatic enrollment in Intune: Pilot

Pilot collection: Collection2

You configure co-management workloads as shown in the following exhibit.

Properties

Eratiemery  VWorlcads Sy

For Virdows 10 devices Tt are o § Co-Tardoermert sisle you Can havee Microgol

Intune star! mansprg Sferert worklosds Chodde Pict imtune o hipve nfure msndde
the workioads for ordy cherts in e Pl proup (specrbes Lader o s snzard) B you are

ot ready ko move woridoads o rfune

T o

Corfgurataon lanage:

Pesource ccess poboed

Windows Lipdate pobowes

Ervipeort Frtactor

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

Pt rfure

[ o ]

NOTE: Each correct selection is worth one point.
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Statements Yes No
Microsoft Intune manages the compliance policies for Devicel. O Q
Configuration Manager manages the Windows Update policies for Devicel. (O Q
Microsoft Intune manages Endpoint Protection for Device2. Q Q
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Answer Area
Statements Yes No
Microsoft Intune manages the compliance policies for Devicel. O O
Configuration Manager manages the Windows Update policies for Devicel. () @)
Microsoft Intune manages Endpoint Protection for Devicel. Q Q

NEW QUESTION 99
HOTSPOT
You have three devices enrolled in Microsoft Intune as shown in the following table.

Name Platform Member of
Devicel Windows 10 Groupl
Device2 Android Group2. Group3
Device3 Windows 10 Group2, Group3

The device compliance policies in Infune are configured as shown in the following table.

Name Platform Assigned
Policyl Windows 10 and later | Yes
Policy2 Android No
Policy3 Windows 10 and later | Yes

The device compliance policies have the assignments shown in the following table.

Name Include Exclude
Policyl Group3 None
Policy2 Group2 Group3
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
Statements Yes No
Policyl applies to Device3. () P!
Policy2 applies to Device2. @ @
A. Mastered

B. Not Mastered

Answer: A
Explanation:
Statements Yes No
Policyl applies to Device3. [O'I O
Policy2 applies to Devicel. o O

NEW QUESTION 101

Your company uses Microsoft System Center Configuration Manager (Current Branch) and Microsoft Intune to co-manage devices.
Which two actions can be performed only from Intune? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point.

A. Deploy applications to Windows 10 devices.
B. Deploy VPN profiles to iOS devices.
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C. Deploy VPN profiles to Windows 10 devices.
D. Publish applications to Android devices.

Answer: BD

Explanation:

References:

https://docs.microsofHYPERLINK "https://docs.microsoft.com/en-us/sccm/comanage/overview'"t.com/en-us/sccm/comanage/overview
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/create-vpn-profiles

NEW QUESTION 106

HOTSPOT

Your network contains an Active Directory domain named contoso.com that uses Microsoft System Center Configuration Manager (Current Branch).

You have Windows 10 and Windows 8.1 devices.

You need to ensure that you can analyze the upgrade readiness of all the Windows 8.1 devices and analyze the update compliance of all the Windows 10 devices.
What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Y

First action to perform:

Enroll the devices in Microsoft Intune.

Configure device compliance in Microsoft Intune.

Create a Microsoft Azure Log Analvtics workspace.

Add an alias (CNAME) record to the DNS zone of contoso.com.

Second action to perform: ¥

Configure all the devices to have a commercial ID.

Configure software inventory in Configuration Manager.

Configure all the devices to join the Windows Insider Program.
Configure and restart the Windows Update service on all the devices.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/windows/deployment/upgrade/upgrade-readiness-get-started https://docs.microsoft.com/en-
us/windows/deployment/update/update-compliance-get-started

NEW QUESTION 110
You configure a conditional access policy. The locations settings are configured as shown in the Locations exhibit. (Click the Locations tab.)

Locations b 4

Control user access based on their physical
location. Learn more,

Configure @

Yes Mo

Include Exclude

Any location
# All trusted locations
Selected locations

The users and groups settings are configured as shown in the Users and Groups exhibit. (Click Users and Groups tab.)
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X
Users and groups

Include Exclude

Maone
All users
(®) Select users and groups

All guest users (preview) i ]

Security reader LV

Uisers and groups

Members of the Security reader group report that they cannot sign in to Microsoft Active Directory (Azure AD) on their device while they are in the office.
You need to ensure that the members of the Security reader group can sign in in to Azure AD on their device while they are in the office. The solution must use the

principle of least privilege.
What should you do?

A. From the conditional access policy, configure the device state.

B. From the Azure Active Directory admin center, create a custom control.
C. From the Intune admin center, create a device compliance policy.

D. From the Azure Active Directory admin center, create a named location.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition

NEW QUESTION 115

You have computers that run Windows 10 Enterprise and are joined to the domain.

You plan to delay the installation of new Windows builds so that the IT department can test application
compatibility.

You need to prevent Windows from being updated for the next 30 days.

Which two Group Policy settings should you configure? Each correct answer presents part of the solution.

NOTE: Each correct selection is worth one point.

A. Select when Quality Updates are received

B. Select when Preview Builds and Feature Updates are received
C. Turn off auto-restart for updates during active hours

D. Manage preview builds

E. Automatic updates detection frequency

Answer: BD

NEW QUESTION 119

HOTSPOT
You have three devices enrolled in Microsoft Intune as shown in the following table.
' Name | Platform | BitLocker Drive Encryption Member of
| | | (BitLocker) | |
| Devicel | Windows 10 | Disabled , Groupl, Group2 |
| Device2 | Windows 10 | IDnsabled | Group2, Group3
Device3 Windows 10 | Disabled Group3

The device compliance policies in Infune are configured as shown in the following table.

Name Require BitLocker |  Mark noncompliant Assigned
after (davs)
Policyl | Require | 5 No
Policy2 | Require | 10 Yes
Policy3 | Non configured | 15 Yes

The device compliance policies have the assignments shown in the following table.

Name Assigned to
Policy2 Group?2
Policy3 Group3

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.
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Statements Yes No
Devicel 1s marked as noncompliant after 10 days. P! )
Device2 is marked as noncompliant after 10 days. @ @
Device3 is marked as noncompliant after 15 days. o ()

A. Mastered

B. Not Mastered

Answer: A
Explanation:
Statements Yes No
Devicel 1s marked as noncompliant after 10 days. |Q| )
Device2 is marked as noncompliant after 10 days. |Q| P
Device3 is marked as noncompliant after 15 days. o (@]

NEW QUESTION 123
HOTSPOT
You have a Microsoft Azure Activity Directory (Azure AD) tenant contains the users shown in the following table.

Name Member of
Userl Groupl
User2 Group2
User3 Group3

Group3 is a member of Groupl.
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP contains the roles shown in the following table.

Name Permission Assigned user group |

Windows Defender ATP | View data, Alerts invesiigation, Active | None |
admumstrator {default) remediafion achions, Manage secunty

. | settings |

 Rolel _ View data, Alerts investigation | Group| |

Raoled View data Group2 |

Windows Defender ATF contains the device groups shown in the following table.

Rank Machine group Machine User access
l ATPI Devicel Groupl
Last _Ungrouped machines (default) | Device2 | Group? ]
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No

Userl can run an antivirus scan on Device2. P! P!

User2 can collect an investigation package from Device2. @ @

User3 can isolate Devicel. (3 P!

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-HYPERLINK "https://docs.microsoft.com/en-us/windows/security/threat-
protection/windows-defender-atp/user-roles-windows-defender-advanced-threat-protection"defender-atp/user-roles-windows-defender-advanced-threat-protection

NEW QUESTION 126

Your company uses on-premises Windows Server File Classification Infrastructure (FCI). Some documents on the on-premises file servers are classified as
Confidential.

You migrate the files from the on-premises file servers to Microsoft SharePoint Online.

You need to ensure that you can implement data loss prevention (DLP) policies for the uploaded file based on the Confidential classification.

What should you do first?

A. From the SharePoint admin center, configure hybrid search.

B. From the SharePoint admin center, create a managed property.

C. From the Security & Compliance Center PowerShell, run the New-DataClassification cmdlet.
D. From the Security & Compliance Center PowerShell, run the New-DIpComplianceRule cmdlet.
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Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-dlp/newdataclassification?view=exchange-ps

NEW QUESTION 131

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Microsoft 365 admin center, you configure the Organization profile settings. Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:
References:
https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-Blog/Conditional-Access-in-SharePoint-Onlineand-OneDrive-for/ba-p/46678A

NEW QUESTION 132

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Azure Active Directory admin center, you create a trusted location and a conditional access policy.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

References:

https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-
Blog/Conditional-Access-in-SharePoint-Onlineand-OneDrive-for/ba-p/46678

NEW QUESTION 135

HOTSPOT

You have Microsoft 365 subscription.

You create an alert policy as shown in the following exhibit.

Policy1

‘ I8 Delete policy ‘

Status @D on

Description Descnplion

Severity Low

Category Threat management

Conditions Activty is Detected mahware in file
Aggregation Aggregated

Threshold 20 activities

Window 120 minutes

Scope Al users

Email reciplents Usert@sk190107 outhook onmicrosoft. com

Daily notification limit 100

Use the drop-down menus to select the answer choice that completes each statement based on the
information presented in the graphic.
NOTE: Each correct selection is worth one point.
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Policy1 will trigger an alert if malware is detected in

Exchange Online only
SharePoint Online only

SharePoint Online or OneDrive only
Exchange Online, SharePoint Online, or OneDrive

The mximum number of email messages that | v
Policy1 will generate per day is 5

12

20

100

A. Mastered
B. Not Mastered

Answer: A
Explanation:

Note: The Aggregation settings has a 120 minute window

NEW QUESTION 140
HOTSPOT
You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com.

A user named Userl has files on a Windows 10 device as shown in the following table.

Name Text In file

File1 docx Importing and exporting is easy. For import, you needa source, and for
export you need a deshnabon

You must declare what you want o impont. Dangerous items cannot be

File2 docx
; impored If youwantlo import valuables, you must pay cusioms

File3 docx

there are also other M programs

M are initials for instant messaging You can use Microsoft Skype for M, but

In Azure Information Protection, you create a label named Labell that is configured to apply automatically. Labell is configured as shown in the following exhibit.

Condition: Condition1

Dielf=ah |

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Statements Yes No
Label1 applies to File1.docx. @) O
Label1 applies to File2.docx. O O
Label1 applies to File3.docx. O O

A. Mastered
B. Not Mastered
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Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/azure/information-protection/configure-policy-classification

NEW QUESTION 141
Your company has a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com. You sign for Microsoft Store for Business.
The tenant contains the users shown in the following table.

Name Microsoft Store for Business role Azure AD role
Usert Purchaser None
User2 Basic Purchaser None
Userd None Application administrator
Userd None Cloud application administrator
Users None None

Microsoft Store for Business has the following Shopping behavior settings: Allow users to shop is set to On

Make everyone a Basic Purchaser is set to Off
You need to identify which users can install apps from the Microsoft for Business private store.
Which users should you identify?

A. Userl, User2, User3, User4, and User5
B. Userl only

C. Userl and User2 only

D. User3 and User4 only

E. Userl, User2, User3, and User4 only

Answer: C

Explanation:

References:

https://docs.microsoft.com/en-us/microsoft-store/acquire-apps-microsoft-store-for-business

NEW QUESTION 144
Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the

stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it As a result these questions will not appear In the review screen.
You have a Microsoft Azure Active directory (Azure AD) tenant named contoso.com.
You create an Azure Advanced Threat Protection (ATP) workspace named Workspacel. The tenet contains the users shown in the following table .

Name Member of group | Azure AD role
| Userl Azure ATP Workspace1 Administrators | None
User2 Azure ATP Workspace1 Users | None
Lisers None ! >ECunty adminestrator |
Liserd Arure ATP Workspace! Users | Global administrator |

You need to modify the configuration of the Azure ATP sensors.
Solution: You instruct User 3 to modify the Azure ATP sensor configuration- Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 147

HOTSPOT

Your company has a Microsoft 365 subscription that uses an Azure Active Directory (Azure AD) tenant named contoso.com. The company stores 2 TBs of data in
SharePoint Online document libraries. The tenant has the labels shown in the following table.

| Name Type
Label? Sensitrvity label
Label Retention label
Labels Azure Information Protecthion label
Statements Yes Mo

Labell can now DE used a5 3 sensitnaty label or an AZure Informaton
Protecton labed

Label? can now be wad & 3 retenbon label or an AZure InfFormathon
Protection bl

Labell can now De uwied 32 4 wersilnaty labed o an AZure Informatn

A. Mastered

B. Not Mastered

Answer: A
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Explanation:
Answer Area
Statements Yes Ne
Labedl can now be used as a sensitiity label or an Azure Informaton .
Protecton label
Labei2 can now be ueed a5 a retention label or an Azure Information .
Protecton label
Labeld can now be used & 3 sensitnaly label or an Azure Informatson L]

NEW QUESTION 148
Your company has a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com and a Microsoft 365 subscription. The company recently hired four
new users who have the devices shown in the following table.

Name Operating system
User1 Windows 8
User? Windows 10
User3 Android 8.0
Userd i0S 11

You configure the Microsoft 365 subscription to ensure that the new devices enroll in Microsoft Intune automatically.

A. Userl and User2 only

B. User 1, User2, and User only
C. Userl, User2.User3, and User4
D. User2only

Answer: C

NEW QUESTION 150
HOTSPOT

You need to configure a conditional access policy to meet the compliance requirements. You add Exchange Online as a cloud app.
Which two additional settings should you configure in Policyl? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

e b 4 LOnaions

0 [ | e [ R
-' mlarme . Sion-in ik B s Confgpan @
| Policyl il Mot configured e
T .
ien Bt B \ include | Exclude
Assignments 3 .
Faa Mot canfigused
e Select the device state condition used b0 excluds
A i groupe 4 b T deviors from policy.
0 wsers and groups selected T by —
Mot configured |i | Dt byt Azaire AD joined O |
cud sppt B y . — .
i app included Chent apps (preview) @ 5 |__| Dvice mariond as comipliant &
Not configured
o [ ]
D conddions selected 2 =i RPN AT ] 5

Mot configured

Access conirols

t 0
>
Bhack acceds
feszkon @
FJ

0 confrols selected

Enable policy

(o e

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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5 Conditions
ﬂ Infa “ nfa ﬂ Indo
T-._:..-g e o . i_';;nl'g._,leﬂ
| Poticy] Mot configured “T
.
B include | Exclude
Assignments i b
Ll Mot configured
Heere ° Select the device state condition used to exclude
i 2 ik devices from policy
0 users and groups selected ey b
Mot configured [ ] Device Hybrid Azure AD joined O |
Cloiad apps Yy — .
1 app included Chent apps [preview] @ 3 || Cmpe miarked as compliant |
Mat configured
Condisone @ 5
O conditions selected Device state ipreview )i 5
Mot configurad

NEW QUESTION 154

HOTSPOT

You need to meet the Intune requirements for the Windows 10 devices.

What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Settings to configure in Azure AD: v
Device settings

Mobility (MDM and MAM)
Organizational relationships
User settings

Settings to configure in Intune: -

Device compliance

Device configuration

Device enrollment

Mobile Device Management Authority

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/intune/windows-enroll

NEW QUESTION 157
You need to meet the technical requirement for the EU PII data. What should you create?

A. a retention policy from the Security & Compliance admin center.

B. a retention policy from the Exchange admin center

C. a data loss prevention (DLP) policy from the Exchange admin center

D. a data loss prevention (DLP) policy from the Security & Compliance admin center

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

NEW QUESTION 160
You need to protect the U.S. PII data to meet the technical requirements. What should you create?

A. a data loss prevention (DLP) policy that contains a domain exception

B. a Security & Compliance retention policy that detects content containing sensitive data
C. a Security & Compliance alert policy that contains an activity

D. a data loss prevention (DLP) policy that contains a user override

Answer: C
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/create-activity-alerts

NEW QUESTION 164
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